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This document describes about setting for using UDS behind NAT router. 

This explanation is applied to the operation in the environment of  “using SBC” 

and “NAT subordinates”. 

It is necessary to prepare SBC or SIP-ALG if there is not SBC. 

Abstract about this document 

Revision history 

Date Version Revision Firmware version 

Sep 28, 2012 Ver. 1.0 Initial Release All versions 
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Overview 

If sip terminals are located behind the NAT router, 

you have to set following parameter and  
  maintain the NAPT binding information (dynamic NAPT table). 

NAT Router UDS SIP server 

Internet 

If you set except “0” to this parameter, 

UDS sends Keep Alive packet (bubble packet) to maintain dynamic NAPT table. 
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NAT Router 

192.168.1.10:5061 1.1.1.1:30000 

NAPT table 

NAT router makes NAPT table. 

For security reason, 

NAT router deletes NAPT table 

after a certain period of time. 
NAPT table Incoming! 

Because NAPT table has been deleted already, 

Router doesn’t know where to send the packet !! 

So, you have to maintain the NAPT table. 

Src IP:     192.168.1.10:5061 

Dst IP:     2.2.2.2:5060 

Src IP:     1.1.1.1:30000 

Dst IP:     2.2.2.2:5060 

UDS SIP server 

Request: REGISTER Request: REGISTER 

Status: 200 OK Status: 200 OK 

Request: INVITE 

Src IP:     2.2.2.2:5060 

Dst IP:     1.1.1.1:30000 

No incoming! 

Src IP:     2.2.2.2:5060 

Dst IP:     1.1.1.1:30000 

Src IP:     2.2.2.2:5060 

Dst IP:     192.168.1.10:5061 

PORT_PUNCH_INTVL = “0” (Disable) 

IP Address and port number 

are examples. 

192.168.1.10 2.2.2.2 1.1.1.1 

(Src ＩP: Source IP address  Dst IP: Destination IP address) 
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When you use dynamic NAT router ,

You need to maintain NAT binding information (NAT table). 

192.168.1.10:5061 1.1.1.1:30000 

NAT router makes NAPT table. 

Incoming! 

Src IP:     192.168.1.10:5061 

Dst IP:     2.2.2.2:5060 
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192.168.1.10:5061 1.1.1.1:30000 

PORT_PUNCH_INTVL = “10” (example) 

Request: REGISTER Request: REGISTER 

bubble packet 

bubble packet 

Request: INVITE 

NAPT table 

NAPT table 

Request: INVITE 

NAPT table is maintained by 

sending bubble packet. 

Src IP:     1.1.1.1:30000 

Dst IP:     2.2.2.2:5060 

Src IP:     192.168.1.10:5061 

Dst IP:     2.2.2.2:5060 

Src IP:     2.2.2.2:5060 

Dst IP:     1.1.1.1:30000 

Incoming! 

Src IP:     2.2.2.2:5060 

Dst IP:     192.168.1.10.5061 

bubble packet 

bubble packet 

IP Address and port number 

are examples. 

NAT Router UDS SIP server 

192.168.1.10 2.2.2.2 1.1.1.1 

(Src ＩP: Source IP address  Dst IP: Destination IP address) 


